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Abstract of the contribution: This paper proposes some intermediate conclusion for KI#3

Proposal
Add the following changes to TR 23.700-07.

*** BEGIN CHANGES ***
[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc43476026]7	Evaluation
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It is reasonable to have the standard supporting different deployment options.
The following is a list of reasonable deployment options to be supported, and the corresponding solutions addressing each of the deployment options:

-	SNPN providing the IMS service using dedicated credentials for IMS (solution 21, 22). 
-	External party providing the IMS service using dedicated credentials for IMS (solution 19).
-	SNPN, or an external party, providing the IMS service using SNPN access identifiers and credentials for that purpose and not requiring IMS credentials provisioned in IMS (reuse of SNPN AKA credentials in solution 20).
-	SNPN, or an external party, providing the IMS service using SNPN NAI based identifiers for that purpose (new solution).
-	SNPN or external party providing the IMS service based on authentication performed in SNPN and not requiring IMS credentials provisioned in IMS (5GIBA in solution 20, new solution).

NOTE:	Solutions 23, and 24 go together and they are dependent on Key Issue 1 for PLMN credentials being used, and the completion of both solutions.

*** NEXT CHANGE ***
8	Conclusions
8.X	Key Issue #3: Support of IMS voice and emergency services for SNPN 
Editor's note:	These are INTERIM conclusions for Key issue #3.
Different deployment options for providing IMS services must be supported given the diverse nature of SNPNs, and the broad industrial/non-industrial segments they cover e.g. given that various SLAs can exist between SNPNs and PLMNs. Some principles and solutions are generic, and some are specific to certain deployment options. The following principles and solutions are proposed to be progressed to normative phase:
1.	Principles in solution 21 is generic, even though it addresses some specific segment.
[bookmark: _GoBack]2.	Principles in solution 23 is generic applying to all solutions. 
3.  	Enablers corresponding to deployments identified in 7.X.

*** END CHANGES ***
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